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三、测试计划

5.测试规范性

测试流程规范性

任何阶段的测试都要遵循以下流程: 测试计划、测试设计、测试用例、执行测试、测试评审。

测试计划规范性

“5W1H“原则,明确测试内容和过程,对测试形成实质性的指导作用。

(1) What明确测试的范围和内容

(2) Why明确测试的目的

(3) When明确测试开始和结束日期

(4) Where明确给出测试文档和相关资料的位置

(5) Who明确测试人员的任务分配

(6) How明确指出测试的方法和测试工具

测试用例规范性

测试用例设计方法

(1) 等价类划分法

(2) 路径覆盖法

(3) 边界值分析法

(4) 流程分析法

(5) 场景法

(6) 其他设计方法

缺陷管理规范性

本测试项目使用专门的缺陷管理工具----禅道

测试评审规范性

6.缺陷定义

软件缺陷有四种级别，分别为：致命的(Fatal)，严重的(Critical)，一般的(Major)，微小的(Minor)。

A类—致命的软件缺陷(Fatal): 造成系统或应用程序崩溃、死机、系统挂起，或造成数据丢失，主要功能完全丧失，导致本模块以及相关模块异常等问题。如代码错误，死循环，数据库发生死锁、与数据库连接错误或数据通讯错误，未考虑异常操作，功能错误等

B类—严重错误的软件缺陷（critical）：系统的主要功能部分丧失、数据不能保存，系统的次要功能完全丧失。问题局限在本模块，导致模块功能失效或异常退出。如致命的错误声明，程序接口错误，数据库的表、业务规则、缺省值未加完整性等约束条件

C类—一般错误的软件缺陷（major）：次要功能没有完全实现但不影响使用。如提示信息不太准确，或用户界面差，操作时间长，模块功能部分失效等，打印内容、格式错误，删除操作未给出提示，数据库表中有过多的空字段等

D类—较小错误的软件缺陷（Minor），使操作者不方便或遇到麻烦，但它不影响功能过的操作和执行，如错别字、界面不规范（字体大小不统一，文字排列不整齐，可输入区域和只读区域没有明显的区分标志），辅助说明描述不清楚

E类- 建议问题的软件缺陷（Enhancemental）：由问题提出人对测试对象的改进意见或测试人员提出的建议、质疑。

7.风险管理

软件测试的风险是指软件测试过程出现的或潜在的困难或问题，软件测试风险的发生可能导致软件产品的测试不够充分或者测试结果的不准确。

软件测试的风险是不可避免的，它存在于整个软件测试过程之中，所以对软件测试风险的管理非常重要，必须尽力降低软件测试中所存在的风险， 最大程度地保证质量和满足用户的需求。

风险管理，一般可以分成5个步骤

1.风险识别: 用系统化的方法来确定威胁项目计划的因素。就是要知道风险是什么，导致风险的原因，在什么地方最易出现风险以及风险显示出的特征。

2.风险分析: 量化风险。

3.风险计划: 风险标识、风 险描述、风险影响程度、责任、资源、时间、活动、应 对措施、结果、负责人。

4.风险控制: 主要方法有风险避免、风险弱化、 风险转移和风险承担。

5.风险跟踪: 在风险受到控制以后，要及时进行跟踪，做好风险跟踪。­­

测试过程中常见的风险及应对策略

1.时间进度风险

2.产品认识风险

3.人的风险

4.质量目标风险

5.测试环境和依赖风险

6.测试充分性风险

7.工具的风险

8.变更管理

变更来源及应对办法

项目计划的变更，

第一种办法是调整测试计划中的测试策略和测试范围

其他应对办法有减少进入测试的阻力，例如降低测试计划中系统测试准入准则； 分步提交测试，例如改成迭代方式增量测试；减少回归测试的要求，例如开发人员实时修改，在测试计划中对缺陷修复响应时间和过程 进行约定：简化配置管理，跳过正式发布环节；缺陷进行局部回归而 不是重新全部测试等等。

需求的变更；

面临一个需求动态的项目，必须在计划中对需求 变更造成的测试(设计)方式变化进行说明，

测试产品版本的变更：

测试资源的变更：
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# 一 引言

## 1.1 简介

随着互联网的发展，人们在享受互联网带来的便捷的服务的时候，也面临着个人的隐私泄漏的问题。小到一个拥有用户系统的小型论坛，大到各个大型的银行机构，互联网安全问题都显得格外重要。而这些网站的背后，则是支撑整个服务的核心数据库。可以说数据库就是这些服务的命脉，没有数据库，也就无从谈起这些服务了。

## 1.2 测试

随着互联网的发展，人们在享受互联网带来的便捷的服务的时候，也面临着个人的隐私泄漏的问题。小到一个拥有用户系统的小型论坛，大到各个大型的银行机构，互联网安全问题都显得格外重要。而这些网站的背后，则是支撑整个服务的核心数据库。可以说数据库就是这些服务的命脉，没有数据库，也就无从谈起这些服务了。

二 SQL注入

## 2.1 SQL注入简介

随着互联网的发展，人们在享受互联网带来的便捷的服务的时候，也面临着个人的隐私泄漏的问题。小到一个拥有用户系统的小型论坛，大到各个大型的银行机构，互联网安全问题都显得格外重要。而这些网站的背后，则是支撑整个服务的核心数据库。可以说数据库就是这些服务的命脉，没有数据库，也就无从谈起这些服务了。